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1 BACKGROUND 

Securing our cyber-space is an increasingly important need for every business and for modern 
society. This seminar is tailored to give executives a comprehensive understanding of the 
changing cyber security challenge.  

The seminar provides an overview of the global evolving field of cybersecurity. This seminar 
brings together a unique combination of leading experts and experienced senior cyber security 
professionals in the files of technology, policy, law, regulation and more. 

By translating information thought in the classroom to relevant simulations, executives will get 
a broad understanding that no textbook can provide.  

The seminar includes two modules totaling 15-16 lecture hours over two days (October the 23rd 
and the 24th) at University de Navarra Madrid Campus (Marquesado de Santa Mara nr 3, 28027 
Madrid). 

Each participant will get a receive a certificate of successful attendance signed by Dr. COLONEL 
(res.) Gabi Siboni Head of Cybersecurity Program and the Institute for National Security Studies, 
at Tel Aviv University. 

1.1 WHO SHOULD ATTEND? 

Business managers (C and below level), Lawyers, and legal teams, and anyone who would like 
to enhance his understanding of today’s cyber security challenges and to have a close look on 
the cyber security industry. 

2 SEMINAR: CYBER CRISIS MANAGEMENT 

The seminar is comprised of two modules, with each module comprised of 1 intensive day. 
Participants are expected to participate in all activities. 

2.1 MODULE 1 – UNDERSTANDING CYBER CRISIS  

In this Module, we will lean how to enhance the organizations Cyber Crisis Management. 
develop capabilities and define strategies 

Understanding cyber crisis 
• The characteristics of cyber crisis 
• The evolution of the crisis 



 
 

• Chronological Phases of Managing a Crisis 
• Business and management impact of cyber crisis 

2.2 MODULE 2 – ORGANIZATIONAL CAPACITY 

In this Module, we will lean how to develop capabilities and define strategies 

 
Organizational Capacity 

• Developing an Approach to Crisis Management 
• Crisis response medals 
• Developing Manpower  
• Organizing Personnel in a Crisis Management Team  
• Technology tools supporting crisis management 
• Assimilation: Training, Practice, and Drills 

3 PRICE 
The price will be 1.500 euros per attendant. 
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